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Introduction

The purpose of this document is to assist ship Electronic Technicians and other administrators with
deploying the SCS Client Dashboard Web site on a web server until a more automated installation
process may be developed. Administrative privileges are required to perform these operations.

Deploying the Web site generally involves the following steps, some of which may already be
completed: installing and configuring Internet Information Services (IIS), creating and configuring the
Web site in IIS, opening a firewall port, and installing, configuring, and encrypting files that comprise the
program.

Installing and configuring IIS

If not already running on the machine designated to be the web server, IS can be installed from the
Control Panel. For installing IS, please refer to Appendix A: Installing IIS 7 on Windows Server 2008
R2 for Deploying SCS ClientDashboard on Page 13.

Software installations

Install Microsoft .NET Framework 4 and Silverlight on the web server.

Visit| Download for .NET 4Jto download dotNetFx40_Full_setup.exe, which may be run to install .NET
Framework 4.

To download the latest version of Silverlight, or to easily view the current version installed, go to the site
[http://www.microsoft.com/getsilverlight/Get-Started/Install/Default.aspx| If necessary, download and
run Silverlight.exe.

Opening a firewall port

A local port will need to be assigned and permitted access though the firewall. A port may be opened by
adding an inbound rule from Windows Firewall with Advanced Security.

In the Control Panel, under Control Panel\All Control Panel Items\Windows Firewall, select Advanced
Settings.

Under Advanced Settings on the left, right click Inbound Rules, select and select Net Rule...

In the New Inbound Rule Wizard, under Rule Type, select Port. Specify TCP and the port number, say,
81, or 82. Under Action, select Allow the connection. Under Profile, ensure Domain and Private are
checked and . The Name may be set to “SCS Client Dashboard.”

Adding the SCSWebDashboard Web site

Create a new folder within C:\inetpub\wwwroot called SCSWebDashboard. Copy the contents of the
deployment package to this directory. The directory C:\inetpub\wwwroot\SCSWebDashboard should be


http://www.microsoft.com/en-us/download/confirmation.aspx?id=17851
http://www.microsoft.com/getsilverlight/Get-Started/Install/Default.aspx

the root directory of the files (such as web.config, Default.aspx, etc.) and the folders (such as bin,
ClientBin, etc.) copied from the unzipped deployment package.

To create the web site, open 1IS Manager. Under the Connections panel on the left side of IIS, you’ll see

a tree view with the name of your server. Open the tree items, right click on Sites, and then select Add
Web Site...

Within the Add Web Site window, the Site name should be SCSWebDashboard, and the Physical path
should be C:\inetpub\wwwroot\SCSWebDashboard. The Connect as... setting should be Application
user. Type should be http. The IP address should be the IP address of your server, and the Port should
be the number chosen for the port mentioned in the previous section, Opening a firewall port. Host
name may be left blank.

Site name: Application poal;
|scswebDashboard |scswebDashboard Select... |
— Content Directory
Physical path:
IC: linetpub YWwwwroot\SCSWebDashboard', e |
Pass-through authentication
Connect as... | Test Settings...
— Binding
Type: IF address: Port:
|http =] |10.43.68.31 =] o1
Host name:

Example: www,contoso,com or marketing. contoso, com

¥ start Web site immediately

(]9 I Cancel

Sample entries for adding a Web site.

Virtual directories of the SCS system directory trees (LOG40, GIS40, SHIP40, and EXE40) may need to be
added to the website if these are shares located on a server other than the web server. A virtual
directory may be added by right-clicking on SCSWebDashboard, selecting the Add Virtual Directory...
menu item, and enter the appropriate values for the SCS directories for your server.

Under the Application Pools tree item (under the name of your server within the Connections panel),
the SCSWebDashboard entry may need the .NET Framework Version edited to v4.0.



Editing and encrypting passwords and IP addresses
within configuration files

Database passwords and IP addresses are stored and encrypted within the web.config file.

Open IIS Manager and click on the SCSWebDashboard item within the Connections tree view. Make
sure the Features View option is selected at the bottom of the application window. You may click on
the various icons, adjust settings, and then navigate back to original view by clicking the left arrow at the
top left of the screen.

Click on the icon for Application Settings. The following entries will need to be customized for each
ship:

BackupDrive

DatalogRootDirectory
DeviceConfiguration
DeviceConfigurationRangeToMinimalXSLT
Device ConfigurationToMinimalXSLT
NLogSQLDataSource

NLogSQLPassword

SCSServerlP

TemplateRootDirectory

Specifically, the server IP addresses need to be made to those used on the ship, and the passwords must
be entered. Example settings are given in the figure below.

qﬁlnternet Information Services {II15) Manager

@,... ¥ [@ b OMAD-3CS1-DEY b Sikes b SCSWebDashboard b

File  Wiew Help

ST g Application Settings

-6‘5 Start Page ) ) o .
_EE_J OMAC-SCS1-DEY (OMAOIKE Use this Feature to store name and walue pairs that managed code applications can use at runtime.

; ’? Application Pools Group by! Mo Grouping -
-~ @ Sites

Q’f) Defalt Web Site :Name A. | Yalue I Entry Type
E@ SCSWebDashboard BackupDrive =} Local
-] aspnet_client DatalogRoaotDirectory 1110.49.68.800Log40 Local

* bin DeviceConfiguration 1110.49,68.50)ship40\DeviceCanfiguration. xm Local
| ClientBin DeviceConfigurationRange...  1110,49.68.80\ship40iDeviceConfigurationR.angeToMinimal xslt Local
X : EXE40 DeviceConfigurationToMini...  {110,49.658.80\ship40iDevice ConfigurationToMinimal, xslk Local
| MLogsoLCatalog nlogdb Local
MLogSQLDataSource 10,49.658,.84 Local

MLog3QLPassword EMTER_PASSWORD_HERE Local

MLogSQLUserID nlogUser Local

PrimaryDrive i Local

SZSPassword Local

SCSServerIP 10,49.65.80 Laial
TemplateRookDirectory 1110.49.68.800ship40t Templates Local

Example application settings that will have to have IPs customized for each particular ship and server.
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Double click on the entry to edit.

Afterward, similarly click on the Connection Strings icon to set the data source IP and password. Double
click the SCSEntities entry to edit the custom connection string. The data source value must be set to

the IP of the SCS database server, and password must also be set to the appropriate value, which is not
disclosed in this document.

Edit Connection String E |
hame: ISCSEntities

£ S0L Server

Server: I
Database; I
—Credentials

£ Use Windows Integrated Security
" Specity credentials

| Sek...

¥ Custom

metadata=res:|*Model, SCSMadel csdl|res: [ Model, SCSModel, ssdl|

res: /¥ Model. SCSModel . msl; provider=3vskem. Data. SqlClient; provider
connection string="data snurce=mmitial catalog=3C3 persist security

L« LI

CK, I Cancel |

Example of where to edit the data source IP address in the connection string.




Mame: ISCSEntiﬁes

" S0L Server

Server: I

Database: I

— Credentials
7 Use Windows Integrated Security

) Spedify aedentials

| ¥a)
i}
—

¥ Custom
connection string="data source=127.0.0.1\5C5;initial catalog=5CS; persist ;I
security info=True;user i
id=scs;password =m multipleactiveresultsets =True;App=En

[

| QK I Cancel |

Example of where to edit the password in the connection string.

After these settings are made, the sections of the Web.config where they are stored must be encrypted.

To encrypt sections within the Web.config, use the ASP.NET IIS Registration Tool, aspnet_regiis.exe,
which typically lives in the version subdirectories of C:\Windows\Microsoft. NET\Framework64. Since
we are currently using v4, find the highest v4.x directory.

To execute these commands, run the command window program, cmd, as an administrator. Change
directory to C:\Windows\Microsoft.NET\Framework64 by typing

cd \windows\microsoft.net\framework64
The program aspnet_regiis.exe to use will be in the directory of the most current version of .NET. Type
the dir within the command window. At the time of this writing, v4.0.30319 is the most current version.
Type:

cd v4.0.30319

to change to that directory.

The command for encrypting is generally as follows:
aspnet_regiis.exe —pef <feature> <path to Web.config directory>

The commands for encrypting the connectionStrings and appSettings sections, respectively, are as
follows:

aspnet regiis.exe -pef “connectionStrings” “C:\inetpub\wwwroot\SCSWebDashboard”
aspnet regiis.exe -pef “appSettings” “C:\inetpub\wwwroot\SCSWebDashboard”

To decrypt, if ever needed, use the —pdf option instead of —pef.



Starting, stopping, and restarting the Web site

The Web site may be started, stopped, and restarted from IIS by right-clicking on the SCSWebDashboard
item, selecting Manage Web Site, and then choosing Start, Stop, or Restart.

Creating the NLog database

The NLog database is for logging error message and other information from the SCSWebDashboard Web
site. The database will eventually be included among the tasks of an automated installer, and the
logging tables will be part of the SCS database. For this beta version of SCSWebDashboard, however, a
separate database will be created. To manually create the database, Microsoft SQL Server Management
Studio will be used.

Open Microsoft SQL Server Management Studio. Enter the appropriate login information for an
administrator on the server of choice. Right click on Databases, and select New Database... Enter
nlogdb for the Database name, and then click OK.

In the Standard toolbar docked at the top, click the New Query button. In the editable window that
appears, copy and paste the following script to create the user and tables:

USE [master]
GO

/* For security reasons the login is created disabled and with a random
password. */

/***x*%%x Object: Login [nlogUser] Script Date: 06/17/2013 16:13:13 ****x*xx*/
CREATE LOGIN [nlogUser] WITH PASSWORD=N'Ob©iTI ¥!4CYa + vy&.N5:I13$ w#',
DEFAULT DATABASE=[nlogdb], DEFAULT LANGUAGE=[us english],

CHECK EXPIRATION=OFF, CHECK POLICY=OFF

GO

ALTER LOGIN [nlogUser] DISABLE
GO

USE [nlogdb]
GO
CREATE USER [nlogUser] FOR LOGIN [nlogUser] WITH DEFAULT SCHEMA=[dbo]

GO

SET ANSI NULLS ON

GO

SET QUOTED IDENTIFIER ON

GO

CREATE TABLE [dbo].[LogEntries] (

id] [int] IDENTITY(1,1) NOT NULL,
TimeStamp] [datetime2] (7) NULL,
MachineName] [nvarchar] (128) NULL,
Origin] [nvarchar] (128) NULL,
LogLevel] [nvarchar] (10) NULL,

[
[
[
[
[
[Message] [nvarchar] (4000) NULL,



[Exception] [nvarchar] (4000) NULL,
[StackTrace] [nvarchar] (4000) NULL,
PRIMARY KEY CLUSTERED
(

[id] ASC
JWITH (PAD_ INDEX = OFF, STATISTICS NORECOMPUTE = OFF, IGNORE DUP KEY = OFF,
ALLOW_ ROW LOCKS = ON, ALLOW PAGE LOCKS = ON) ON [PRIMARY]
) ON [PRIMARY]

GO

The script may be run by clicking the Execute button.
After running the scripts, verify that the table dbo.LogEntries was created under the Tables section.

Lastly, in the Security section, open Users and verify the nlogUser user was created.

MY § nlcgdb

[ Database Diagrams
= [ Tables
[ Systern Tables
=l dbo.LogEntries
3 Views
[ Synocnyms
[ Programmability
[ Service Broker
[J Storage
= [ Security
= 3 Users
,_i_‘.f. dbo
|, guest
.,_I."*_ INFORMATION_SCHEMA
LA ndptester
LA nlogUser
_i_‘f‘ OMADWOMAD-5DEV-WEBS
I8 sys
1 Roles
[ Schemas
[ Asymmetric Keys
[ Certificates
[ Symmetric Keys
[ Database Audit Specifications

Microsoft SQL Server Management Studio view of the newly created nlogdb database, dbo.LogEntries
table, and nlogUser user.

Right click on the nlogUser item and select Properties. In the Database User window, set the database
role membership under that section for nlogUser to db datareader, db datawriter, and
db owner by checking those checkboxes.



%A General
1 Securables
% Extended Properties

Connechion

Server:
10.4568.84

Connection:
nlogUser

i@ View connection properties

8 Serpt + |3 Help

Progress
Ready

User name:
@ Login name:
Cerificate name:
Key name:

Without login

Default schema:

Schemas owned by this user:

logUzer

nlogUser

dbo

Owried Schemas

db_accessadmin
db_backupoperator
db_datareader
db_datawriter
db_ddladmin
db_denydatareader

db denydstawrter

0

IoOoOoOO

*

Database role membership:

Role Members
db_backupoperator
db_datareader
db_datawriter
db_ddladmin
db_denydatareader
db_denydatawnter

db_owner

SOO0O0REO

DK

| [ canes

Example settings for nlogUser.




Appendix A: Installing IIS 7 on Windows
Server 2008 R2 for Deploying SCS
ClientDashboard

Adopted from technical notes by the Microsoft IIS Team
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Install IIS 7.5 on Windows Server 2008 R2

IIS can be installed using the Server Manager interface after the Windows Server operating system is
installed. When 1IS is chosen from the Server Manager, the basic components and services needed for
[IS are automatically selected.

1. Click Start -> All Programs -> Administrative Tools -> Server Manager.

gl
Be 4ton Yeu 20
BY oo o cov o server Mamager (L-SISGIvOLISVL)
- Rows
. Festres -
cm Dagrostss Gat a0 overven oF $ha server, CRN0R SYRIET DrogerSes, a0 retal or remove server roles g
® # Corfouraton Lf s
o g Suvege
-
~  Server Summary n Server Sunmary e B
—
~ Computer Information & Ohange < pstem oper e
&4 Comovter hame SIS0 -, N Crange Admww ator Account
>
oD HORKGROL g View MNetwork Cormectons
Serc
Ay et Ad=mar sty 3 Cofpee e -
Azcourt
LocH Aces ot pidrens ssegred by 0P -
Corvrecton P oradied
oot TR0 0400071803

[T D0 %ot how =e 2y conscle a2 logen

A Security Information P Go % Wincows Frenal

Wrdovs Frensl On & Corfigure Updates

OOt LDEstet Ve 2 o ‘1-::;“’ ty CorfQu ston

Last Checwes for faeer D Confgure I £5C

ocates -
« | 2l (3 Lont Re®esh: 5772007 2562194 Configre refresh

Figure 2: Server Manager

2. In the Server Manager window, scroll down to Roles Summary, and then click Add Roles. The Add
Roles Wizard will start with a Before You Begin page. The wizard asks for verification of the following:

a. The administrator account has a strong password.
b. The network settings, such as IP addresses, are configured.
c. The latest security updates from Windows Update are installed.

3. Select Web Server (lIS) on the Select Server Roles page. An introductory page will open with links for
further information.

Note: When you use the Add Roles Wizard to install IIS, you get the default installation, which has a
minimum set of role services. If you need additional IIS role services, such as Application
Development or Health and Diagnostics, make sure to select the check boxes associated with those
features in the Select Role Services page of the wizard.
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|Add Rotes Wizard [ x}

ﬁ‘ Select Server Roles

Before You Begn Select otm or more roies Lo ratal on ths server.
| Server Poe by Descrpton:
Wb Server (115) ve 0 C Service et o
Acth t’no‘tcn ‘.ev'l()le Serices mansgestio, e scalable Web
Bk § Active Dwrectory Doman Servioes sophcation it astructure.

Active Directory Federstion Services
Carfematon Adtive Darectory Ughtmeght Drectory Servioes
M ogress Active Drectory Rughts Marugamert Services
Aoghe atwon Server

De4TP Server

OS5 Server

Fax Server

Results

File Services

Network POicy and Actess Serwces
Pree Services

Termnad Services

UDOT Sorvices

Windows Deployment Services
Windows SharePort Services

Figure 3: Select Server Roles

4. Select the IIS services to be installed on the Select Role Services page. Add only the modules
necessary. In this case, ASP.NET is selected, and a description of ASP.NET appears in the right pane.
Once desired modules are added, click Next.

ﬁ‘ Select Role Services

Bufore You Begn Select the role serviced to install for Web Server (I15)
Server Rokes Roke services: Descrgtion
Web Server (125) B Web Server - AP NET provides & server side obpect
= B G P ey e
cond Y. Static Cortent ke stioes ustg managed code
¥ Defast Cooument ASPNET & rt sergly 3 ow version
Mogen 7 Drectory rowsing of ASP, Mg boen ertieely re-
Rewsts 4 HITP Lrroes M:ﬁ:""’lm .
HYTD Recectien basad on the MET Frameveah,
S I Aovkcation Develpomant ASPNET provdes & robust
v/ réastructire for buklng web
¢ NET Extercbiity _J wocications.
asp

o
Cal

¢ 1541 Dtensons
4 15401 Flers
Server Side Irchades
4 Heath ard Daagnostcs
Y. MITP Logong
Logong Took
¢ Request Montor
Tracng
Custom Logorg -

AP | i

tore shad roke services

(hm" het > I Carced l

Figure 4: Select Role Services
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5. Add any required role services.

e R |
Add role services required for ASP.NET?
: Yiou carnot natall ASP NE T undess the requred role services are also installed
Role Services Descriphion
= Web Server [IiS) orvet 15| peovides a rehable,
=) Web Seryver manageable, and :calable Web aspplcahon
riathuchue
= Apphcaton Development
ISAP! £ densions
ISAP! Filters
NET Extenubity
l Add Requeed Role Services I Carcel I
i Why ate thets role services lequeed? 4

Figure 5: Wizard warning page

6. IIS is now installed with a default configuration for hosting ASP.NET on Windows Server. Click Close to
complete the process.

ﬁ‘ Installation Results

Belore roy P
sateheltodasce The Folloming roles, role services, or features were rutalled successhully|

Server Roles

Web Server (II$ ~ Web Server (115) O Installation succeeded -
fofe Serviens The folowng role services were nstaled
: Web Server
TR Comenon HTTP Pestures
oo R Convert
. | o
Deectory Browesrg
MITP Ervors
Agphcaton Development
AP ALY

NET Dtarsbiity

1SAP] Extermors

1545 Fllers
Hoalth and Dlagnostics

HITF Logang

Feguet Mordor
Seourty

Roguon Flerng
Pecformarce

St Content Comgrosson

Mananement Tonke :j

e, o-mall, or agve the putallaton report

Figure 6: Installation Results page
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7. Confirm that the Web server works by using http://localhost.
. e T —— gEr——
B et e b -

B0 st Dl

Figure 7: Default Web site

Note: Install only the absolutely necessary IIS services to minimize the IIS installation footprint. This also
minimizes the attack surface, which is one of the benefits of 1IS 7 and above.
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Install IIS 7.0 on Windows Server 2008

1. To start Server Manager, click Start Menu -> All Programs -> Administrative Tools -> Server Manager.

The Server Manager window opens.

_ .'nl Xl
He Acton Yew Heb
@|m)
2 Server Manager (LH-S3SGPPOLHSVL)
# g Roles
# AN Featres ~
) Diagrastics Get an overview of thss server, change system propertes, and instal or remove server roles and
@ @ Configuration featires.
= Storage
) -
A~ Server Summary Server Summary Help —
~ Computer Information & Change System Properties
£ul Computer Name: LH-53SGPPOLHSL T\ Change Administrator Account
Workgroup: WORKGROLP & View Network Connections
Admesy ator Admnstrater & Configre Remote Desktop
Azcount:
Local Area 1Pv4 address assigned by DR, a
Connecton: 1Pvé enabled
Procuct I0: 73440-0060007315-70570
[T Do not show me ths consale at logon
~ Security Information WP Go to Windows Frewal
Wrdons Frenal: On & Configure Updates
Windows Upcates: Not configured R m“"" Configuration
Last chacked for Never l"a Configure IE ESC
updates: »
«| | 31| $3 LastRefresh: 5/7/2007 2:56:21PM Configure refresh
| | I

Figure 8: Server Manager
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2. In the Server Manager window, select Roles. The Role Summary View is displayed.

=10]xi

Fle Acton Yew Heb

e 7 m @ -

S e e

# B Roles

@ g5 Features o

g Dagrostics D View the health of the raiss mstalisd an your sarver and add o remove roles and features,

@ g Configration ) 4

@ £ Storage

~ Roles Summary
~1 Roles: 00f 17 nstaled 3 AddRoles
S.; Remoye Roles

« | 3] |53 LostRefresh: 5/7/2007 2:57:04PM _Configure refresh |

| | [

Figure 9: Start Add Roles Wizard

3. Click Add Roles. The Add Roles Wizard opens. Click Next to select roles to install.

If you have to compiete any of the precedng steps, cance! the wizard, compiete the steps, and then run the

agan.
To continue, chok Next.

™ Do not show this page agan

Add Roles Wizard

g! Before You Begin

Before You Begn mmmmmummmm«.mammm»uuwmnnﬂsm
Want this sarver to perform, such as sharing documents or hosting 8 \Web site,

Confirm Tnstalaion Selections Bafore you continue, verify that:

Installaton Progress » The Administrator account has a strong password
» Network settings, such as static IP addresses, are configured

Instalaton Results « The latest security Updates from Windows Update are instalied

X

<Previous " Bext > l l Cancel I
raranl | 5w | o . e | T T ¥ rmi2 DAt | & @ osaom

Figure 10: Add Roles Wizard Introduction
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4. Select Web Server (lIS).

Add Roles Wizard

Select one or more roles to instal on this server,

Select Server Roles Roles: Descrpton:

Confirm Installation Selectons L Actve Drectory Certficate Services Vied Server aﬁzm a relable,
| wve Diractory ) Sarc o s

Instalation Progress L Acihie Dineclyy Dogiein. Jelvices applcation infrastructure,
] Actve Drectory Federation Services

Instalation Resuits [[] Actve Drectory Lightweight Orectory Services

[} Actve Drectory Rights Management Saryices
"] Appicaton Server

[] DHCP Sarver

] DNS Server

[] FaxServer

|| Fie Sernces

L] Network Polcy and Access Services
_| Print Services
[} Terminal Services

L] LOOI Services

Sows Depioyment Services
L Windows SharePont Services

(] Lt | i | |

rarantl | 3w | B arminkiratne: Command. || 8 Corvar Mananer ¥ rmed.Pany | (& @ scamm

Figure 11: Select Web Server (lIS) in Add Roles Wizard

5. The Add Roles Wizard notifies you of any required dependencies; since 1IS depends on the Windows
Process Activation Service (WAS) feature, the following informational dialog box appears. Click Add
Required Role Services to continue.

Add Roles Wizard N
y ' Add role services required for ASP.NET?
L
W A" You cannot install ASP.NET unless the following role services are also
installed:
Web Server (IIS)
= Web Server
# Application Development
# Securty
Windows Activation Service (WAS)
.Net Environment
Add Required Role Services Cancel |
1) Why are these role services required?
4

Figure 12: Add Dependencies
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6. The Web Server is now selected for install. The Select Server Roles dialog box opens. Click Next to
continue.
Add Roles Wizard x|

g! Select Server Roles

Salart one OF mone foled o ndtal on this server,
Boles: Descripbon:

L Active Deectory Certficate Senvices \WH& &n;ugﬁ cﬂ mﬂ.;am:rfﬂ'
L Actwe Directory Domain Services m.&*w

] activm Directory Faderation Services

] Actve Directory Lightweght Directory Services
Instalation Progress _ Active Dinectory Rights Management Services
L] Applcaton Server

[ oece Server

] oS server

] Fax server

] Fie services

L Metwork Policy and Access Senices

Instalation Fasuts

..“-dﬂ-.-s)e:nwr Services
Nindows ShanePont Services

<5'tm| Bext > I I Cancel

parartl | 3. = B8 arimivstraine: Comemared |8 oreme 14 ¥ rmiS . Bming | [ Rl aniem

Figure 13: Selected Web Server (lIS)

7. The following dialog box and information appears. Click Next to continue.

Add Roles Wizard N x|
g! Web Server (I1S)
Before You Begin Introduction to Web Server (115)
Select Server Roles The Web Server (IIS) role enables sharing of information on the Intermet, an ntranet, o an extranet. Itis 3
unified Web platform that integrates 115 7.0 ASP.NET, Windows Communication Foundation, and Windows
Web Server (IIS) SharePont Services, 1IS 7.0 siso festures enhanced secunty, sempified diagnostics, and delegated
Role administration,
Confirm Instalation Selections Things to Note
Tnstakaton Pr i UcneWndomsSvstemmmtC&Mmfﬁbmemﬁhmﬁmm
> s A affic especially when there are multole roles or workioads on this computer,
Installaton Results

<pevos |[wea> | e | coe |

rstan! | 5 == | o sdminiateatne: Command |8 corvar st LY Uinttad . Dant | [ &0 soiom

Figure 14: Introduction to Web Server dialog box
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8. The Add Roles Wizard displays a list of all 1IS 7.0 features available to install as shown below. Note
that features comprising the default install are pre-selected.

Add Roles Wizard } ﬁl
gg Select Role Services
Before You Begn Salact the role sarvices 1o instal for Web Sarver (TIS):
Select Server Roles Role services: Description: -~
P~ Web Server provides support for HTML
Web Server (IIS) - g V-'mbSer\v = Web sites and optonal support for
S 8 Common HTTP Features ASP.NET, ASP, and Web sarver
(] Stavc Content extensions, You can use the Web
(] Defautt Document Server to host an internal or extemal
f rectory Browsins Web site o to provide an emvironment
Instalation Progress L/} Drectory Srowsng for der !lopersz avate Webbased
V] MTTP Errors
Installation Results [] HTTP Redracton appicatons.
= L Appicaton Develcpment
] asp.hET
L JNET Extensbiity o
L] asp

'L7< WO
L] ISAP] Extensions

A
0

L SAP] Flters
L] Server Side Indudes
B § Health and Diagnostics
V] HTTP Logong
L Logoing Tools
/] Regquest Manitor
(] Traceg
L] Custom Logging
[ 1 008C Locars il

Moce aboyt role gervices

< Previous “ ext > I l Cancel ]

rerart]l | 5 mm | B dminiatvate: Command. . || # Conver Mananer LY b7 < Pant | [ & zooom

Figure 15: Web Server Features Listed

9. To install just the 1IS 7.0 default features, click the Install button, and then proceed to Step 14. If you
need to install additional features, proceed to step 10.

10. For this example, we install additional IIS features. Select the check box for ASP.NET. The Wizard
warns if adding an IS feature will also cause other features to be installed.

3

r“\d Add role services and features required for
“=| ASP.NET?

You cannet install ASP.MET unless the following role services and
features are also installed:

= Web Server [115)
= Web Server
= Application Development
ISAP| Bxtensions
ISAPI Fitters
NET Batensibility
B Windows Process Activation Service
NET Enviranment

| Add Reguired Role Services I Cancel |

@ Why are these role services and features required?
Vi

Figure 16: Dependency Information

19


http://i2.iis.net/media/7187571/installing-iis-7-and-above-on-windows-server-2008-or-windows-server-2008-r2-29-file9.png?cdn_id=2013-05-01-001
http://i2.iis.net/media/7187565/installing-iis-7-and-above-on-windows-server-2008-or-windows-server-2008-r2-29-file10.png?cdn_id=2013-05-01-001

11. Click Add Required Role Services to continue.

12. Continue selecting additional 1IS Role Services features to install.

Add Roles Wizard 5]
g! Select Role Services
Before You Begn Select the role services to nstal for \eb Server (TiS):
Select Server Roles Role services: Descroton:
. ar ASP NET provides a server side obect
Web Server (11S) = B Web Server Al ted
~eme = Bl Common HTTP Features wg&,& Web .
[ statc Content appications using mansged code.
[¥] Defaut Document ASPNET is not smply a new version of
5 (7 ' " ASP, Maving been entrely
Instalation Progress el b re-architected to provice a highly
8 = Shuh Ry productive programming experience
Instalation Resuits [[] HTTP Redrecton based on the .NET Framework,
= M Aopicaton Development ﬁ.rerpm&;am;‘b
v ssiucure for g
[¥] NET Extersidity g sppications.
[ ase
[ cat
(/] 15491 Extensions
(V] 15491 Fiters
[[] Server Sde Incudes
= M Health and Diagnostcs
[¥] HTTP Loggng
[ Loggng Tools
[¢] Request Monitar
[} Tracng
[0 Custom Logong
["] 0DBC Locana =l
More about role services
< Previous I Hext > I [rsta I Cancel I
raranel [ 5 = | o armieratne: Crommand . || 8 carvaria L G Dant | 5 @S, 3naom

Figure 17: Add Features For Web Server

13. When you have selected all the features you require, click Next to continue.

14. The Wizard provides a summary of what will be installed.

Belore You Begn
Select Server Roles
Web Seever (IIS)

Role Services
| Condim Instaltion Options
Instalistion Progress
Instaliation Results

9’ Confim Instaliation Ophions

The folowing featises wil be nst

2o

x|

on this server

4 Web Server (IIS)

The following role services wil be nstalled

Web Setver
Comenon HTTP Featues
Static Content
Defauk Document
Diectoty Browsa
Hitp Errots
Hitp Redrection

Appheation Development
ASP NET

NET Extensibly
ASP

Gl

I1SAP! Extensions
ISAP! Fiters

P . .

Figure 18: Summary of Features
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15. Click Install to continue. The Installation Progress dialog box opens.

Add Roles Wizard
gg Installation Progress
Before: You Begn The following roles, role services, or faatires are baing instaliad:
s i Web Server (1I5) =5
Web Server (1IS)
Windows Process Activation Service —
Role Services

Conifirm Installation Sale:tons

Instalation Progress

Instalation Results

-
4 ostaling Web Server (TIS)...

cranl | 5w e e e N | I T ey —— ¥ renr1d o Baint | [ @k mem

Figure 19: Install Progress

16. When the 1IS 7.0 installation is complete, the following dialog box opens. Click Close to return to the
Server Manager.
Add Roles Wizard x|

g; Installation Results

Before You Begn

The following roles, role services, or features were nstaled successfully:
Select Server Roles

Web Server (115) ' Windous automatc Lpdating  not enabled. To nstal the latest updates, use Windows Update r]
Control Panel to check for updates
Role Senvices
~ Web Server (11S) 0 Installation succeeded
Confirm Installation Selectons ~-
he folowing role services were nstaled:
Instalation Progress Web Server
Installation Results Common HTTP Features
Stasc Content

Default Document
Directory Browsng

HTTPE
HTTP Redrecton
Applcaton Develcpment -

ASPNE

NET Extensiity

ASP

CGl

ISAP] Extensions

1SAP] Fiters

Server Side Indudes
Health and Dagnostcs

i |

Print, o.mad, o save the nstalation repoct

|_tor> |[om ] _cre |

stal | 5 mm | et acminictrater: Crommand 18 corvar : 2 rmts3 . Dant | G S, 2aom
Figure 20: Installation Summary

17. You can now perform a quick check to verify that IIS 7.0 is installed. Start the Windows Internet
Explorer Web browser, and enter the address http://localhost. You should see the default IS
"Welcome" page.
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